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## **Introduction**

### 

### **Goals**

### **Purpose**

### **Scope**

### **Required Elements**

### **Dependencies**

## **Policies**

### **Security**

### **Encryption**

Security is of utmost importance to the development team and to ensure that all user private information is secure and unreachable by internal and external threats. All network requests and transactions will be encrypted by forcing HTTPS SSL2 encryptions to prevent any outsiders from capturing information being sent over a local network. In addition, all secure user information will be encrypted using md6 encryptions so that in the case of database leaks from insider and outsider threats critical data stays secure.

### **Authentication**

User registration is the first step to accessing our website and all of it’s services. For added security, users must provide an email during sign up in order to authenticate their identities. This makes sure that all of our users are real users that will use our services as intended.

### **Authorization**

The web application will have multiple pages which require a high level account to gain access to said pages. The high level accounts will be created by the development team giving these users access to the secure pages.

### **Privacy**

### **DDoS Mitigation**

To prevent a distributed denial of service attack our web application will be equipped with a DDoS mitigation system that will limit the amount of connection if an attack is detected. In addition our web server which runs the backend application will be secured with a DDoS mitigation system.

### **Logging**

Any activity performed by the user will be logged into the application’s database. The log will consist of a timestamp and the details of the activity including who performed the event and what the event was.

Categories of Logs:

* Trace
  + Sensitive info just for debugging
* Debug
  + Where
    - All layers
* Information
  + Where
    - Controllers
  + What
    - Flow of application.
    - Requests made by user.
    - User interactions with system
* Warning
  + Where
    - Controllers
  + What
    - Security alerts
* Error
  + Where
    - All layers that have error handling
  + What
    - Errors handled that don’t crash the system
* Critical
  + Where
  + What
    - Crashes

### **Error Handling**

* Will have error handling in the Business Layer, Service Layer, and Data Access Layer.
* Will have input validation split between the UI and the controllers.

### **Communication**

### **Database Communication**

The application layer communicates directly with the database using a tcp connection to query the datastore and have data returned to it.

### **Application Communication**

The presentation layer will be able to send http requests to the application layer to have the applicaiton compute the requested action.

### **Client Communication**

The clients will connect to the web application using a forced HTTPS SSL2 connection to ensure maximum security.

## **Architecture**

### **Description**

The “Insert Application Name here” will use a three-tiered architecture. The architecture will consist of a UI/frontend, backend, and a data store. The user will be able to communicate with the application layer by interacting with the presentation layer. The application will store data on a local database, access the data on that database and also send data to presentation layer

### **Presentation**

The presentation layer of the application is responsible for allowing the user to view all information that is requested and allows the user to interact with the application.

### **Application**

The application layer is responsible for processing user input from the application layer and computing the desired request. The application layer will access the database layer to access user requested data and return the information to the user. The application layer will also process any information entered into the presentation layer and insert the information into the database layer if necessary.

### **Database**

The database layer is responsible for storing all information required for our web app. This will include the logs for the application, user account and login information and all information critical to the system.